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1
Decision/action requested

This contribution proposes to add conclusion to KI #1 in TR 33.854
2
References

[1]
3GPP TR 33.854 v0.6.0 Study on security aspects of Unmanned Aerial Systems (UAS)
3
Rationale

It’s proposed to add conclusion to KI #6
4
Detailed proposal

It is proposed to approve the following changes in TR 33.854.

***
START OF  CHANGE
***

7.1
Conclusions on Key Issue #6

For key issue #6 on security protection of information between UAV/UAVC and UTM/USS in remote identification, 
solution #5 and solution#7 are chosen as basis for normative work based on the following key common principles:
· The authorization information, including Auth Token, lifetime and UAS security context, which is generated and sent to UAV by USS/UTM after a successful UAA can be used to secure communications between UAV and USS/UTM for the subsequent services.

· The transport of the security information(e.g., token, key material)  is enabled either optionally during a PDU Session establishment procedure (5G solution #5)  or during registration (5G solution #7).
· The Auth Token can be used to enable further UAS service authorization. 
· The UAS security context can be used to set up secure connection between UAV and USS/UTM.
· The token and/or key material are generated by the USS/UTM is outside the scope of 3GPP.
***
END OF CHANGE
***


